## 需求清单

|  |  |  |  |
| --- | --- | --- | --- |
| **服务内容** | **系统名称和级别** | **工作内容简介** | **备注系统情况** |
| 网络信息安全等级保护测评服务 | 1. HIS系统（二级）
2. LIS系统（二级）
3. PACS系统（二级）
4. 微信公众号（二级）
 | 1、协助完善定级备案材料。2、对信息系统开展前期调研，根据等级保护基本要求的安全指标，按照国家等级保护相关建设规范和技术要求，完成HIS 、LIS 、PACS和微信公众号等级保护测评工作，出具等级保护测评报告。3、根据测评问题清单完成对应整改工作（硬件整改、系统整改），使以上四个系统顺利通过等保测评； | 含HIS 、LIS 、PACS和微信公众号4个系统 |
| **交付** | **按照等级保护2.0测评标准**《GBT22239-2019信息安全技术网络安全等级保护基本要求》进行测评工作，并交付以下文档材料：1. 定级备案材料
2. 专家评审意见
3. 问题清单列表
4. 扫描渗透测试清单
5. 等级保护测评报告
 |
| **测评机构要求** | 1、测评服务机构需为广东省内有测评资质的网络安全等保测评机构；2、具备公安部第三研究所颁发的网络安全等级测评与检测评估机构服务认证证书；3、具备中国信息安全测评中心信息安全服务资质认证证书；4、具备ISO/IEC 27001:2013信息安全管理体系认证证书；5、具备取得广东省电子政务服务能力等级认证证书。 |
| **测评团队要求** | 一、项目经理：（1）取得高级网络信息安全工程师；（2）取得广东省人社厅计算机高级工程师，经验8年以上；（3）取得中国认证认可协会颁发的ISMS审核员证书；（4）取得ITIL认证证书。二、项目技术负责人：（1）研究生或以上学历；（2）具有公安部信息安全等级保护评估中心颁发的高级信息安全等级测评师证书的；（3）具有中国信息安全测评中心颁发的注册信息安全专业人员证书（即 CISP 证书）；（4）具有工业互联网安全评估师-高级（CIISA）。三、项目成员：至少具备等级保护测评师认证。 |